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The Pragma general-header field is used to include implementation-
specific directives that may apply to any recipient along the
request/response chain. All pragma directives specify optional
behavior from the viewpoint of the protocol; however, some systems
may require that behavior be consistent with the directives.

Pragma = "Pragma" ":" l¥pragma-directive
pragma-directive = "no-cache" | extension-pragma
extension-pragma = token [ "=" word ]
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A conditional GET method requests that the identified resource be
transferred only if it has been modified since the date given by the
If-Modified-Since header. The algorithm for determining this includes
the following cases:

a) If the request would normally result in anything other than
a 200 (k) status, or if the passed If-Modified-Since date
is invalid, the response is exactly the same as for a
normal GET. A date which is later than the server's current
time is invalid.
b) If the resource has been modified since the
If-Modified-Since date, the response is exactly the same as
for a normal GET.
c) If the resource has not been modified since a wvalid
Tf-Modified-Since date, the server shall return a 304 (not —_— E?Ugﬁﬂj) (Ljfnl %& L) ék)

modified) response.
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The purpose of this feature is to allow efficient updates of cached ! EgiﬁNeﬁj
information with a minimum amount of transaction overhead.
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The WWW-Authenticate response-header field must be included in 401 %&z:€5§33 Eﬂ(? E;eﬁlkg(/ T)Légﬁhiizl

(unauthorized) response messages. The field value consists of at

least one challenge that indicates the authentication scheme(s) and €311[khji]}(la ESCY“EL

parameters applicable to the Request-URIL.

WWW-Authenticate = "WWW-Authenticate" ":" l#challenge — ' ) )
fneendr 5 avelodo i gulemhGaome

The HTTP access authentication process is described in Section 11.

User agents must take special care in parsing the WWW-Authenticate

field value if it contains more than one challenge, or if more than QEES' :;XSE§QN:>((J
one WWW-Authenticate header field is provided, since the contents of

a challenge may itself contain a comma-separated list of

authentication parameters.
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HTTP provides a simple challenge-response authentication mechanism

which may be used by a server to challenge a client request and by a

client to provide authentication information. It uses an extensible, /{J 12
case-insensitive token to identify the authentication scheme, ‘
followed by a comma-separated list of attribute-value pairs which

carry the parameters necessary for achieving authentication wvia that /;j
scheme.
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auth-scheme = token —> ;;EM) F&iL&GKMJCEMJO“ é;%ﬂOQMJV(D QL: Cﬁ}fﬁ\m\t} )

auth-param = token "=" quoted-string E;C%ﬁfﬂKl L
The 401 (unauthorized) response message 1is used by an origin server %%ﬁﬁXEﬂn' Ckyrnfn1uk) Ciik&d] (f%€3

to challenge the authorization of a user agent. This response must
include a WWW-Authenticate header field containing at least one
challenge applicable to the requested resource.
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challenge = auth-scheme 1*SP realm *( "," auth-param )

realm = "realm" "=" realm-value \ )
realm-value = quoted-string QES\ {EJLKﬂefﬁm LL“L%XJ
userid-password = [ token ] ":" *TEXT

If the user agent wishes to send the user-1D "Aladdin" and password
"open sesame", it would use the following header field:

Authorization: Basic QWxhZGRpbjpvcGVuIHNIc2FtZQ==

basic-credentials = "Basic" SP basic-cookie &ﬂﬂﬂédai ‘ﬁ CO@}) @@ Cbck;ﬁ:a Sidwckﬂﬂd{

basic-cookie = <base64 [5] encoding of userid-password, N 17 {€9d N -
except not limited to 76 char/line> Q‘_‘gj (2 CkﬂkUKD i A fﬁgﬁ] fi\L?QNO

To receive authorization, the client sends the user-ID and password,
separated by a single colon (":") character, within a base64 [5]

LV%QO oy - E% li(f 150 encoded string in the credentials.
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